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COMMERCIAL IN-CONFIDENCE (WHEN COMPLETED)


TICSA Notification of Proposal Form
Please complete this form in full to ensure the NCSC has all the relevant information for this proposal to be assessed. For information about the notification process, please consult the NCSC website section Preparing your notification and the Guidelines for Network Operators document. If you have questions about this process, please contact ticsa@ncsc.govt.nz

	NETWORK OPERATOR DETAILS: Point of contact #1

	Organisation:
	Click or tap here to enter text.
	Name:
	Click or tap here to enter text.
	Position:
	Click or tap here to enter text.
	Email address:
	Click or tap here to enter text.
	Physical address:
	Click or tap here to enter text.
	Contact phone number:
	Click or tap here to enter text.
	Clearance status (if known):
	Click or tap here to enter text.


	NETWORK OPERATOR DETAILS: Point of contact #2

	Organisation:
	Click or tap here to enter text.
	Name:
	Click or tap here to enter text.
	Position:
	Click or tap here to enter text.
	Email address:
	Click or tap here to enter text.
	Physical address:
	Click or tap here to enter text.
	Contact phone number:
	Click or tap here to enter text.
	Clearance status (if known):
	Click or tap here to enter text.




	Section notification (please tick appropriate section)

	Section 48 (Area of Specified Security Interest)
	[bookmark: Section_48]|_|

	Section 46(1) (Identified Network Security Risk)
	[bookmark: Section_46]|_|



	Is this a standard build or bulk notification?

	Standard build
	[bookmark: Standard_Build]|_|

	Bulk notification
	[bookmark: Bulk_Notification]|_|



	1. Overview

	Please outline the nature of the proposal. Include objectives, what it’s replacing, outline of design, and any security considerations you have taken into account.

	Click or tap here to enter text.






	2. What is involved

	Please outline the hardware, software, vendors, and any subcontractors expected to be involved or considered by the proposal (if known). If this is a change notification, outline the details of what is involved, and what the current state is.

	Click or tap here to enter text.








	3. Timeframes involved

	Please set out the timeframes the network operator is working to (such as proposed dates of RFP process, decision-making timeframes).

	Click or tap here to enter text.






	4. Additional information relevant to proposal assessment

	Please provide any additional relevant information for context, including current security considerations.

	Click or tap here to enter text.






	5. Details of any attachments

	Attachments may include material taken from business cases, security/risk assessments, details of any applicable standards used, and network architecture diagrams. Please outline why the information is attached and any specific reference pages.

	Click or tap here to enter text.






	Please note that notification will not be considered to have been made until all relevant and necessary information has been provided by the network operator to the GCSB. After submission of a notification of proposal, network operators can continue with the planning phase of the project while the proposal is considered.
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